**Задача**

Руководитель подразделения ИБ одной из компаний получил письмо, подписанное предположительно одним из руководителей МЧС, содержащее архив с файлом «Graphik\_45.zip». Посчитав письмо легитимным, он сохранил файл архива и открыл файл «Graphik\_45.wsf». Позже, решив, что результат работы данного файла и сам файл выглядят подозрительно, так как при его запуске не открылся ожидаемый документ руководитель подразделения пригласил специалиста по ИБ для расследования инцидента. Установите, что происходит при открытии файла и запуске данного файла? Оцените вероятность заражения ПК руководителя подразделения ИБ, если на тот момент на его ПК был установлен антивирус Symantec Endpoint Protection. В качестве основного ответа к задаче приведите MD5 хеш URL’a на который переходит Internet Explorer, в случае успешного запуска данного файла, а также MD5-хеш команды, запускающей извлеченный исполняемый файл ВПО, если известно, что имя учётной записи пользователя было: den.